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RESEARCH USING CROWDSOURCING PLATFORMS AND OTHER ONLINE PANELS
YU HUMAN PARTICIPANTS REVIEW COMMITTEE (HPRC) GUIDELINES
Preamble: 
These guidelines have been created to assist YU researchers that are recruiting participants through a crowdsourcing platform and/or online panels. Researchers use a variety of online crowdsourcing platforms like MTurk or Prolific as well as other online panels such as Qualtrics, SurveyMonkey, Leger, Nielsen and CloudResearch. These guidelines are not policy and are being compiled to support researchers. They are meant as an interpretation of existing HPRC policies (e.g., TCPS2) in the context of crowdsourced research and are not meant to take precedence over them.  
Considerations and Recommendations: 
What do academic researchers need to consider when submitting an ethics application for a study using crowd-sourcing services for recruitment?  
1. Risk Level:  
On-line crowdsourcing platforms and panels should generally be considered for minimal-risk research. Research recruiting vulnerable populations; studying highly sensitive topics; or studies that require personal or health related information would require strong justification to balance any risks to participants. Due to standards of informed consent, studies involving deception or partial disclosure should be justified and only engage deception that would be unlikely to adversely affect the welfare of the participant. 
2. Recruitment: 
When using MTurk, Prolific, Leger 360 or other crowd-sourcing services, the title of the study and the description of the task usually act as a form of recruitment. Researchers should include the title and description as a part of the ethics application. In the description, researchers should be sure to include the following information:
The researchers name and/or school affiliation should be listed either as the Requester or in the description. 
Participants should be told if there is a screener to qualify.  It would be important for researchers to make clear if participants are being paid for the time it takes to complete the screener or not.  One option would be to list qualifications for participation in the description.  Another option would be to make a task for the Screener (which would pay a nominal amount) and then if a participant is eligible for the main study, they get a bonus amount or are invited to a follow-up task which includes the main study.
Researchers should be clear about the type of task participants are being asked to do.  For instance, if the task involves writing, or watching videos, this should be stated in the description. 
Researchers should clearly and accurately state the time required to complete the task.
If any extraneous software is required to complete the task, this should be stated in the description (e.g., this task requires javascript or inquisit).
3. Compensation and Withdrawal Without Loss of Remuneration 
Researchers should not “reject” work for non-completion of a study. Research participants must receive the stated compensation even if they choose not to complete a specific task or question(s) (i.e., leave it blank) or decide to withdraw from the study before finishing all tasks or questions. 
Instructions are needed in the information-consent letter to inform participants as to what to do to receive compensation if they decide to withdraw from the study and stop participating. Language below should be adapted: 
“You may decline to answer any questions that you do not wish to answer, and you can withdraw your participation at any time by ceasing to answer questions, without penalty or loss of remuneration. To receive remuneration please proceed to the end of the questionnaire, obtain the unique code for this task, and submit it.”  
Responses to questionnaires or surveys should include something similar to “Skip this question” or “Decline to answer” as a possible response to questions, in order to prevent any undue influence participants might feel toward answering a specific question in order to complete the survey or questionnaire.
While it cannot be rejected, compensation can be pro-rated if justified. Participants should be clearly informed in the consent form when they will receive each installment of payment and how much.  
Researchers should not provide study participants a compensation amount that is below what other similar tasks on the crowdsourcing platform is providing as remuneration. 
4. Data Collection and Security: 
It is important to understand the risks associated with crowdsourcing services and to take necessary precautions to protect participants’ data. 
Avoid using crowdsourcing platforms internal systems to collect response data, such as MTurk’s internal Human Intelligence Tasks (HITs). The data collected using MTurk’s internal HITs and survey templates are stored by Amazon (Mason & Suri, 2011). This data may become identifiable as response data can be linked with any other personal information collected by MTurk/Amazon, including IP addresses, name, age, address, etc. Indeed, a study shows that MTurk worker IDs can easily be linked to individuals Amazon profiles including individuals wish lists and previous product reviews (Lease et al., 2013). 
Instead of MTurk’s internal HITs, it is recommended that researchers use MTurk as a recruitment tool. Researchers should embed a link in MTurk that redirects participants to an external online survey service such as Qualtrics. Upon completion of the Qualtrics survey participants are given a code, which is then entered into the MTurk HIT to cue payment. With this option, survey data are not collected or accessible to Amazon and this data is considered confidential and might be considered anonymous (i.e. no identifiers linked to data either directly or indirectly via a coding system). More information on MTurk’s internal HITs vs external HITs please see here. 
Researchers are advised that when linking to a different site such as Survey Monkey or Qualtrics to ensure the survey page opens in a new window (or tab). If participants are to click on a hyperlink to the survey and it opens in the same window, people may be unable to navigate back to the crowdsourcing page to submit their HIT. One suggestion is to add an instruction that reads: “Please open this link in a new window.”
Avoid collecting personal information whenever possible, including participant IDs. If it is necessary to collect participant IDs, this should be disclosed on the consent form and researchers must take all cautionary steps to ensure that they are kept confidential and secure, are not linked back to survey data. After data collection is complete and compensation is awarded, researchers should de-identify the data.   
Investigators should keep in mind that Internet-based research can increase potential risks to confidentiality due to the possibility of third-party interception, and that no guarantees of complete confidentiality or anonymity can or should be made to study participants. Language below should be adapted: 
“The researcher(s) acknowledge that the host of the online survey (e.g., Prolific, Leger, Qualtrics, Survey Monkey etc.) may automatically collect participant data without their knowledge (i.e., IP addresses.) Although this information may be provided or made accessible to the researchers, it will not be used or saved without participant’s consent on the researchers’ system.  Further, “Because this project employs e-based collection techniques, data may be subject to access by third parties as a result of various security legislation now in place in many countries and thus the confidentiality and privacy of data cannot be guaranteed during web-based transmission.”


5. Studies Involving Deception or Partial Disclosure
Deception studies, including those involving partial disclosure of the study purpose, may be posted on crowdsourcing sites. However, these studies must involve only mild deception. For example, studies involving fictitious information about the researchers, false feedback, and use of confederates may not be conducted online.
Researchers must ensure participants are fully debriefed about the purpose of the study and how to contact the researchers if they have questions or concerns about the deception or partial disclosure. The researcher’s contact information (i.e. email) is to be restated in the post-debriefing consent form.   
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